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Abstract: Jamming devices introduce unwanted signals into the network to disrupt pri-
mary communications. The effectiveness of these jamming signals mainly depends on the
number and distribution of the jammers. The impact of clustered jamming has not been
investigated previously for an unmanned aerial vehicle (UAV)-assisted cellular-vehicle-to-
everything (C-V2X) communications by considering multiple roads in the given region.
Also, exploiting three-dimensional (3D) beam-width variations for a millimeter waveband
antenna in the presence of jamming for vehicular node (V-N) links has not been evaluated,
which influences the UAV-assisted C-V2X system’s performance. The novelty of this paper
resides in analyzing the impact of clustered jamming for UAV-assisted C-V2X networks and
quantifying the effects of fluctuating antenna 3D beam width on the V-N performance by
exploiting millimeter waves. To this end, we derive the analytical expressions for coverage
of a typical V-N linked with a line-of-sight (LOS) UAV, non-LOS UAV, macro base station
(MBS), and recipient V-N for UAV-assisted C-V2X networks by exploiting beam-width
variations in the presence of jammers. The results show network performance in terms of
coverage and spectral efficiencies by setting V-Ns equal to 3 km−2, MBSs equal to 3 km−2,
and UAVs equal to 6 km−2. The findings indicate that the performance of millimeter wave-
band UAV-assisted C-V2X communications is decreased by introducing clustered jamming
in the given region. Specifically, the coverage performance of the network decreases by
25.5% at −10 dB SIR threshold in the presence of clustered jammers. The performance
further declines by increasing variations in the antenna 3D beam width. Therefore, network
designers must focus on considering advanced counter-jamming techniques when jamming
signals, along with the beam-width fluctuations, are anticipated in vehicular networks.

Keywords: Poisson process; unmanned aerial vehicle; vehicle-to-everything; Matern cluster
process; jamming

MSC: 60D05

1. Introduction
Jamming is a phenomenon where undesired jamming signals disrupt a desired legiti-

mate communication. The intensity of jamming cannot only be characterized by the power
or the number of jamming devices, but also by the distribution of jammers. Clustered
jamming refers to the jamming signals exploiting the clustered distribution of jamming
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devices [1]. Conventionally clustered jamming consists of multiple clusters of jammers,
and their distribution is modeled using the Matern cluster process (MCP). MCP consists of
parent nodes forming the cluster centers and the child nodes or the jamming devices [2,3].
The child nodes or the jamming devices are distributed using uniform distribution inside
the cluster of a circular radius. The jamming clusters and the jammers in a cluster are
Poisson random variables. The total number of jamming devices in the considered area is
given by the total number of jammers in all the clusters.

Jamming signals influence the effectiveness of vehicle-to-everything (V2X) commu-
nication in terms of vehicle equipment’s coverage and spectral efficiency (SE) [4,5]. V2X
connectivity is critical for improving road safety and enabling vehicular autonomy. It
provides safety-related features, including disaster cautions, pre-crash sensory notices,
and automatic crash updates, that are critical for minimizing fatalities and enhancing global
highway safety. Furthermore, V2X enables sophisticated autonomy capabilities such as
vehicular platooning, joint collision minimization via vehicular communication, and au-
tomatic overtake for effective and reliable lane changes [6,7]. Yet, jamming attempts may
drastically influence such important features by interfering wirelessly, resulting in extended
latency or missed signals, elevated accident potential hazards, and reduced productivity
of vehicular technologies. Thus, analyzing the impact of jamming becomes essential in
investigating vehicular network performance.

To meet the severe requirements of self-driving applications, millimeter-wave band
connection is a vital requirement for unmanned aerial vehicle (UAV)-assisted cellular-
V2X (C-V2X) systems. Beam orientation is critical in the millimeter wave range to avoid
propagation losses as well as to preserve a stable network. For aerial networks, line-of-sight
(LOS) path information is critical for introducing beams, especially for flying links [8].
To gather and send data in the millimeter wave frequency band, directed beams must
be aligned between sources and terminals. Beam tracing is the continuous monitoring
of a beam targeting a subject that is moving [9]. Thus, detecting the beam alignment of
automobiles that move with variable speeds is a greater challenge than detecting objects
that are still. Beam tracing gets more difficult when the three-dimensional (3D) antenna’s
radiating beam varies due to wind, air pressure, or noise from the regulating motors. As a
result, it is critical to quantify the variations of the UAVs’ 3D radio beam, particularly for
UAV-assisted C-V2X transmissions.

Vehicular nodes (V-Ns), comprising vehicles, pedestrians, and roadside units (RSUs),
can interact with each other either directly or using a sharing network layout [7,10].
The third-generation partnership project (3GPP), Release 16 enables V-Ns to communicate
directly via the PC5 (sidelink) connection as well as collaboratively via the Uu connection.
The shared technique design uses independent downstream links and upload links for the
macro base station (MBS) or UAV. Normally, for C-V2X connectivity, the V-N’s upward
connectivity permits transfer to the telecom tower-mounted station, which might be an
MBS (in V2M link) [11]. In contrast, for UAV-assisted C-V2X connectivity, the V-N’s up-
stream link enables dissemination to the LOS low-altitude platform (LAP) (in V2L link)
or non-LOS (NLOS) LAP (in V2N link). The upstream link between the V-N and the
MBS or LOS/NLOS-LAP uses a distinct spectrum range for communication, whereas the
downstream link between the MBS or LOS/NLOS-LAP and V-N uses a distinct spectrum
range. The V-N’s upstream connectivity for UAV-assisted C-V2X links uses shared channel
transmissions with MBS, LOS-LAP, or NLOS-LAP via the Uu link. In contrast, transmission
in the direct method for UAV-assisted C-V2X links connects transmitting V-N to a receiving
V-N via a sidelink platform. Jamming signals as well as 3D beam-width variations can
seriously degrade a UAV-assisted C-V2X framework’s efficiency that uses shared V-N to
V-N messages (including LOS-LAP, NLOS-LAP, and MBS) or direct V-N to V-N messages;
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thus, assessing the influence of jamming along with varying beam-width position while
examining the reliability associated with a VN in vehicular networks is of vital importance.

1.1. Related Works

UAV-assisted C-V2X communications can support both UAVs and base stations to
exploit vehicular communications. This is achieved via vehicle-to-vehicle (V2V) direct-
mode communications using PC5 or side-link interface and vehicle-to-infrastructure (V2I)
shared-mode communications using the Uu interface. In [12], various propagation models
are presented for the direct-mode connectivity that typically considers V-N to V-N trans-
missions, e.g., the transmission of a vehicle to nearby RSUs, the transmission of a vehicle
to nearby pedestrians, or V2V transmissions, as well as for the shared-mode connectivity
that considers V-N to cellular base station transmissions or the transmission of V-N to
LOS UAV or NLOS UAV. However, the presence of jamming devices in UAV-assisted
C-V2X communications can disrupt the safety-based services as well as the autonomous
driving services by introducing jamming signals that degrade the network’s performance.
Thus, the characterization of jamming devices is crucially important to improve the V-N’s
performance in a UAV-assisted C-V2X network.

Jamming signals compromise the UAV-assisted networks’ efficiency in terms of user
coverage. In [13], the coverage efficiency of a UAV-assisted system is exploited. The authors
considered stochastic geometry for base station modeling and considered the location of
MBSs as a two-dimensional (2D) Poisson point process (PPP), whereas UAVs are modeled as
a 3D PPP. Their work modeled aerial jammers’ performance and showed that the network’s
performance is degraded with aerial jamming in terms of coverage. Moreover, the authors
in [14] modeled the location of MBSs and jamming devices using a 2D PPP. The authors
demonstrated a decrease in coverage of the user device due to the jamming interference in
the network.

C-V2X networks are conventionally modeled by exploiting the stochastic geometry ap-
proach in [1,11,15]. The location of base stations is traditionally modeled by exploiting a 2D
PPP, whereas the position of V-Ns is represented as a Poisson line process, and the networks’
performance is evaluated relative to coverage efficiency and SE. The authors in [1] modeled the
jamming devices using MCP and showed that 2D ground-based jamming devices can deterio-
rate the coverage as well as the SE of the C-V2X network. Moreover, U-V2X communication is
modeled using stochastic geometry in several research studies [8,9,16–19]. The authors modeled
the LOS-LAPs and NLOS-LAPs using a 3D PPP, whereas the V-Ns are modeled using a Poisson
line process. Additionally, the authors in [19] modeled the jamming devices as a 2D PPP and
showed that jamming devices decrease the U-V2X networks’ performance.

Recently, UAV-assisted networks’ efficiency has been investigated by considering
millimeter waves along with the antenna beam-width variations [21–24]. Higher wind,
atmospheric pressure, and UAV controlling motors’ noise are the main causes of variations
in the beam width. The authors modeled UAVs as a 3D PPP, whereas 3D beam width is rep-
resented by a normal distribution, and showed that the characterization of the UAV antenna
beam-with variations considering millimeter waves for UAV-assisted systems is desirable.
Thus, it is important to model the beam-width variations for vehicular systems. Moreover,
the authors in [25,26] modeled the beam-width variations for UAV-assisted systems by
including the influence of jamming devices in the network. The research demonstrated that
the interference of jamming devices compromised the networks’ performance; however,
the work does not exploit the influence of jamming in a UAV-assisted C-V2X network.
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1.2. Motivation and Objectives

Bandwidth efficiency of a V2X network assisted by UAVs and MBSs has been analyzed
recently in [27], where V-N is allowed to transmit and communicate their data to the desired
V-N via V-N to V-N transmissions, V-N to MBS transmissions, or V-N to UAV transmissions.
However, the influence of jamming devices over UAV-assisted C-V2X communications is
not analyzed, and also the effect of UAV’s beam-width variation operating in the millimeter-
wave frequency band is not investigated. Moreover, the bandwidth efficiency of each of the
V-N connections, like V2V connections, V2M (i.e., V-N to MBS) connections, V2L (i.e., V-N
to LOS UAV) connections, and V2N (i.e., V-N to NLOS UAV) connections, with beam-width
fluctuations and multiple jamming clusters, is not analyzed. Motivated by this research
gap, we evaluate the effectiveness of UAV-assisted C-V2X communications with jamming
devices operating at the millimeter-wave frequency band and also analyze the influence
of beam-width variations, along with clustered jamming, over V-N connections, e.g., V2V
connections, V2M connections, V2L connections, and V2N connections.

Our work is different than the state-of-the-art in the following:

1. The work presented in [11] considers a C-V2X network that evaluates the association
probability, coverage probability, and rate performance of the V-N. However, our
investigated system considers a UAV-assisted C-V2X network that leverages UAVs and
MBSs by considering a millimeter-wave antenna and evaluates association, coverage,
and SE of the V-N.

2. The work presented in [16] considers a UAV-assisted cellular network that leverages
LOS UAVs, NLOS UAVs, and MBSs. However, the work does not consider vehicular
communications in the presence of jammers. Our method evaluates UAV-assisted
C-V2X communications, exploiting jamming and millimeter-wave antennas.

3. The work presented in [27] considers UAV-assisted C-V2X communications and eval-
uates bandwidth efficiency. However, the work does not consider jamming interfer-
ence as well as 3D beamforming millimeter-wave antennas. Our analysis considers
millimeter-wave antennas for UAV-assisted C-V2X communications by exploiting
clustered jamming and evaluates association probability, coverage probability, and SE
of the network. Also, our setup investigates the effect of 3D antenna beam-width
variations on the system’s efficiency.

The novelty of our proposed method lies in the way we develop our model’s frame-
work that considers multiple V-Ns distributed along multiple roads randomly, and V-Ns
are allowed to communicate with the recipient V-Ns either by utilizing infrastructure (such
as LOS UAVs, NLOS UAVs, and MBSs) or without utilizing infrastructure (such as in
V-N to V-N communications), which has not been evaluated in the previous literature.
Moreover, our proposed setup considers the impact of clustered jamming on V-N links,
such as V-N to V-N links, V2M links, V2L links, and V2N links. Also, the influence of 3D
beam-width variations along with the clustered jamming is analyzed on the network’s
efficiency. The primary contributions of our paper are given in the following:

• A framework for a UAV-assisted C-V2X network, which considers jammers and beam
variations, is presented.

• The performance of V2V, V2M, V2L, and V2N connections, considering clustered
jamming, is evaluated in terms of coverage and SE by varying network parameters
such as the number of V-Ns, MBSs, and LAPs.

• Analytical equations for the association and coverage of V2V, V2M, V2L, and V2N
connections, along with the clustered jamming devices, are derived.

• The outcomes demonstrate that the effectiveness of UAV-assisted C-V2X transmissions
is severely degraded in a network that is exploited by jamming and beam variations.
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The rest of the article is described in the following: A UAV-assisted C-V2X system
exploited by jammers is modeled in Section 2. The distance distributions for base stations,
UAVs, and V-Ns are described in Section 3. The association of the equipment with the base
station, LOS UAV, NLOS UAV, and V-N is derived in Section 4. Interference of the V-Ns,
base stations, LOS UAVs, NLOS UAVs, and clustered jammers is evaluated in Section 5,
whereas coverage and SE analysis are presented in Section 6. Mitigating techniques to
overcome the effect of jamming interference are presented in Section 7, and the main
outcomes of the paper, as well as the simulation setup and limitations, are discussed in
Section 8. Finally, the conclusion of the paper is presented in Section 9.

A list of recent works addressing their system model, primary contributions, as well
as outcomes and limitations, is given in Table 1.

Table 1. Modern , developments in V2X connectivity, including the primary outcomes and limits.

Work Main Focus of the
System Model

Basic Outcome Limitation

[4] C-V2X network Association and coverage probabil-
ity derivation

Evaluation of millimeter wave connec-
tivity and SE

[5] C-V2X network Probability of association of a V-N and
user load on the base station

Evaluation of millimeter waves commu-
nications and SE

[10] C-V2X network Probability of association and coverage
of a V-N

Analysis of UAVs employing mil-
limeter waves communications and
SE analysis.

[28] C-V2X network Analysis of millimeter waves and beam
alignment closed-form analysis

Probability of association, coverage
analysis, and SE analysis

[7] V2X network Analysis of millimeter waves and
beam tracking

Vibrating beam width and cover-
age analysis

[6] C-V2X network probability of association, coverage
analysis, and SE analysis

UAV-assisted C-V2X analysis

[11] C-V2X network Probability of association and coverage
of a V-N

Analysis of millimeter waves, UAV-
assisted C-V2X, and SE analysis

[1] C-V2X network Analysis of jamming, millimeter waves,
probability of association, coverage
analysis, and SE analysis

UAV-assisted V2X analysis

[22,24,29] UAV-assisted
network

Analysis of millimeter waves, vibrat-
ing beam-width modeling, and cover-
age analysis

U-V2X network and SE analysis

[9] U-V2X network Analysis of millimeter waves and beam-
tracking

Beam-width vibrations, coverage anal-
ysis, and SE analysis

[8] U-V2X network Packet delay computation Vibrating beam width, coverage,
and SE analysis

[13] Cellular network
with aerial jammers

Analysis of jamming, millimeter waves
analysis, probability of association anal-
ysis, and coverage analysis

UAV-assisted V2X analysis

[16] UAV-assisted
network

Probability of association and cover-
age analysis

Analysis of jamming signals, vibrating
beam width, and SE analysis
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Table 1. Cont.

Work Main Focus of the
System Model

Basic Outcome Limitation

[19] U-V2X network Analysis of jamming, millimeter waves,
probability of association, coverage
derivation, and SE derivation

UAV-assisted V2X analysis

[27] UAV-assisted
C-V2X network

Band-width efficiency analysis Analysis of jamming signals, beam-
width vibrations, probability of asso-
ciation, and coverage analysis

This work UAV-assisted C-
V2X network and
clustered jamming

Analysis of clustered jammers, beam-
width vibrations, association probabil-
ity, coverage probability, and SE

–

2. System Model
In our system, the transmitting (typical) V-N, consisting of a vehicle, a pedestrian,

or an RSU, connects a nearby V-N through a direct link or through a shared infrastructure
that employs a LOS-LAP, an NLOS-LAP, or an MBS. The UAVs, MBSs, and V-Ns have
been represented with stochastic geometry. The MBSs, represented by M, are generated
according to a 2D PPP, ΦM, with a density function, λM. Each MBS, indicated by the
j-th MBS, is situated in a two-dimensional environment with dimensions (xj, yj), wherein
j = 1, 2, . . . , m and m indicates the MBSs. The transmission power of the MBS is PM.
The path loss exponent for the MBS connectivity is αM, whereas the extra path loss is ηM.
The MBS’s small-scale channel-dependent fading uses Rayleigh fading, which gives the
fading gain as gM ∼ exp(1) (see Figure 1).

NLOS

LOS

MBS

V2V

F1 (frequency) F2 (frequency)

NLOS

LOS

Clustered 
Jammers

Figure 1. V2X communications assisted by base stations and UAVs.

The Poisson line process (PLP), ΦV , is used to represent the V-Ns, V. The den-
sity of the roads is λR, whereas the density of the V-Ns on each road is λV , where
λV = λped + λrsu + λveh. Here, λped reflects the pedestrian density, λrsu reflects the density
of RSUs, and λveh reflects the density of vehicles. The communicating V-Ns, Φt, with den-
sity λt, transmit with frequency p; therefore, λt = pλV . The process considering receiver
V-Ns is given as Φr with density λr = (1 − p)λV . The transmission power of the V-N is PV .
The path loss exponent for the V-N connectivity is αV , whereas the biasing factor is η, where
η ∈ [0, ∞). A biasing value of 0 indicates that a V-N may be linked with the MBS, a UAV
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with LOS visibility, or a UAV with NLOS visibility; however, a biasing factor traversing
infinity indicates that a V-N will connect with a neighboring V-N. The channel-dependent
fading linked with the V-N reflects Rayleigh fading, with the fading gain gV ∼ exp(1).

UAVs, U, are modeled using a 3D PPP, ΦU . The UAVs’ density is λU , and their
height is hU . The i-th LAP may be depicted in a 3D space using (xi, yi, hU), wherein
i ∈ {1, 2, . . . , u} and the number of UAVs is u. Furthermore, U ∈ {L, N}, where L indicates
LOS-LAPs and N indicates NLOS-LAPs. The LAP’s power is PU . The path loss exponents
for L and N are αL and αN , respectively. The extra path loss for L and N is ηL and ηN ,
respectively. The LAP’s channel-dependent fading adopts Nakagami-m fading with a

stochastic distribution gU(t) =
mmU

U tmU−1 exp(−mUt)
Γ(.)

throughout the equipment and

the LAP channel, wherein mU ∈ {L, N} indicates fading and Γ(.) represents the Gamma
distribution [30]. The LAP’s fading gain is t = x2, with t ∼ Γ(mU , 1/mU), wherein x is a
Nakagami-mU . The LAP’s LOS probability is calculated as follows:

pL(zL) =

1 +A.e
−

180
π

B·θ+A·B
−1

, (1)

where A and B are determined by the environment. θ = arctan(hU/DL), where DL

represents the V-N and L distances. Taking the complement of pL(zL) yields pN , the NLOS-
LAP probability.

This paper modeled the antenna pattern of the UAV by considering a uniform square
array antenna of N × N elements. Beamforming assumes high-gain antennas with di-
rectional capabilities installed on UAVs to compensate for significant millimeter-wave
frequency transmission losses, especially for long-distance and high-bandwidth backhaul
communications. Beamforming antenna structures that are small, light, affordable, and ap-
propriate for UAVs with constrained payload capacity are considered for the UAV-assisted
C-V2X communications. The UAVs used an identical square antenna arrangement with
N × N elements that evenly distribute themselves throughout the x-axis and y-axis di-
rections to provide robust beamforming even when fluctuations are caused by mobility.
Beamforming also assumed identical antenna arrays’ power; such an assumption makes
it easier to analyze an ideal array dimension, which improves transmission rate without
taking the system layout and UAV instabilities into consideration.

In real-world settings, accomplishing an ideal alignment of the beam is an extreme
challenge because of the excessive ambient wind, atmospheric pressure, mechanical noise,
and controlling-motor imperfections of the UAVs, which influence angle, θ, and phase, ϕ,
of the 3D beam width. σx and σy represent the antenna’s x–z and y–z vibration orientations,
respectively. The angle and phase affiliated with the oscillating 3D beam width are specified

as follows: θ = tan−1
(√

tan(σx)2 + tan(σy)2
)

and ϕ = arctan
(

tan(σy)

tan(σx)

)
, respectively.

The number of transmitting and receiving antennas linked to the device (i.e., LOS-
LAP, NLOS-LAP, MBS, or V-N) is provided by Nt × Nr. The transmitting and receiving
antennas are represented by t and r, correspondingly, with t, r ∈ L, N, M, V. The square
array antenna’s transmitting and receiving gains are calculated as GW = Go

W × GE
W × GA

W ,
wherein W ∈ t, r. Go

W is the highest antenna gain for the beam’s main lobe, GE
W is the single

antenna element gain in the θ and ϕ directions, and GA
W is the antenna array gain using

uniform radiation.
The antenna’s square array gain is defined as: [31]
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GA
W =


sin
(

NW(Ξx +
∧

x)

2

)
NW sin

(
(Ξx +

∧
x)

2

)
sin

NW

(
Ξy +

∧
y

)
2


NW sin


(

Ξy +
∧

y

)
2





2

, (2)

where Ξx = νxΨxδx and Ξy = νyΨy∆y such that ∆y = sin(θ) sin(ϕ) while δx = sin(θ) cos(ϕ).
Furthermore, the wave number is defined as νx = νy = 2π fc, where fc indicates the fre-
quency. The plate thickness is specified by Ψx = Ψy = c/2 fc, and the progressive phase
shift is

∧
x =

∧
y = 0◦.

The antenna element gain is defined as [32]

GE
W = GE,max − min{−

(
G∗(θE) + G∗∗(θx)

)
,⊖}, (3)

where G∗ = −min

{
−12

(
θE − 90◦

V

)2

,⊘
}

, G∗∗ = −min

{
−12

(
θE

H

)2

,⊖
}

and

θE=tan−1

(1 + sin2(θx)

sin(θy)

)0.5
. GE,max is typically considered to be 8 dBi. The reflected

x-axis and y-axis beam width is given by H = V = 65◦. ⊘ = 30 dB represents the limit of
antenna side lobes, whereas ⊖ = 30 dB represents the front-to-back antenna ratio.

To ensure equal radiated power from N antennas, the greatest gain coefficient with
θ = 0◦ using Equation (2.22) of [31] is

Go
W =

4π∫ 2π
0

∫ π
0 GA

W sin(θ)dθdϕ
. (4)

An exclusive path loss approach to millimeter waveband-based connectivity has not
yet been defined for remote regions; therefore, 3GPP’s path loss model for remote regions is
taken into consideration. We assume a millimeter waveband-dependent path loss framework
for rural terrain (as presented in [24,33]) and configure the network configurations of rural
environments provided by rural macros (RMas), rather than dense urban areas. To analyze
the dense urban areas like urban macro (UMa) or urban micro (UMi), the path loss models
presented in [32] for UMa or UMi can be considered. Since UMa and UMi pathloss models
are conventionally considered when the base station height limitations are up to 25 m and
10 m, respectively, whereas RMa base station heights are up to 150 m, taking RMa into account
allows us greater freedom in selecting the base station altitudes of the considered C-V2X
network assisted by UAVs. The path loss is expressed for building altitudes, Hb, up to 50 m
and wireless tower altitudes up to 150 m and is given as follows [32]:

Z(z) = 20 log10

(
40πz fc

3

)
+ min

{
0.03H1.73

b , 10
}
× log10(z)− min

{
0.044H1.73

b , 14.77
}

+ 0.002z log10(Hb). (5)

The jamming devices are distributed using an MCP such that the parent nodes or the
cluster centers are distributed in a 2D space using PPP. The child nodes, or the jamming
devices, are placed around the cluster center in a circle of radius, rJ , using a uniform
distribution. The jamming devices are distributed uniformly within a cluster of a circular
radius. This is because, for the clustered jamming, the system modeling of jammers
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considers that the jammers are distributed according to an MCP. It is not limiting the
research problem in the sense that the size of the radius of the cluster can be increased
or decreased to account for the realistic nature of jammers, which are typically present
in clusters in the real-world scenario. Moreover, the uniform distribution of jammers
facilitates the fact that a typical jammer can be present anywhere in a cluster with a uniform
probability. The jamming clusters, λJ , and jamming devices, J are both Poisson random
variables. The jamming devices transmit the jamming signal with power, PJ . The path loss
associated with the jammers is expressed as αJ .

In this work, we assumed that a typical transmitting V-N is allowed to associate and
communicate with the recipient V-N either by utilizing infrastructure such as multiple UAVs
(e.g., LOS-LAPs or NLOS-LAPs) and MBSs or without utilizing the infrastructure. LOS
UAVs as well as NLOS UAVs both exploit 3D beam-width radiations. The work analyzes
an interference-limited setting in which interference signals from the user’s devices (M, L,
N, and V) have dominated the noise. The typical road with a receiving V-N is placed at the
origin without affecting the point process distribution. Slivnyak’s Theorem [34] states that
the process distribution is unchanged by placing a V-N on a road that traverses the origin.
Figure 2 indicates the interfering signals from the equipment at the point of receiving V-N.

The signal-to-interference ratio (SIR) is given as SIRt2r =
PtgtGtGr∥zr − zt∥−αr

IX
, wherein IX

represents the cumulative interference of devices deployed at the site, X. Pre-established
coverage threshold is given as τ. In V2d connection, the SIR incorporating jamming may
be stated as

SIRV2d =
PVηgVGV,tGd,r∥zd − zV∥−αd

IVo + IV + IJ
, (6)

wherein d = {L, N, M}, ∥zV∥ is the Euclidean distance from transmitting V-N to the node
at origin, o, and ∥zd∥ is the Euclidean distance from d to the node at o, GV,t indicates trans-
mitting V-N gain, Gd,r indicates recipient device gain, IVo represents the V-Ns’ interfering
signals from nodes on roads that pass the o, IV represents the interference of all V-Ns on
roads other than those that pass o, and IJ represents the interference of jammers placed in
clusters. The SIR of d2V connection incorporating jamming may be stated as

SIRd2V =
Pdη−1

d gdGd,tGV,r∥zd∥−αV

IL + IN + IM + IJ
, (7)

where Gd,t indicates transmitter device gain, GV,r indicates recipient V-N gain, and IL, IN ,
and IM are the interference of the L, N, and M, respectively, at the origin. Similarly, the SIR
of the V2V connection incorporating jamming can be expressed as

SIRV2V =
PVηgVGV,tGV,r∥zV∥−αV

IVo + IV + IJ
. (8)
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LAP-
Interference
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Figure 2. Interference characterization of a UAV-assisted C-V2X network in 2D space.

3. Distance Distribution
The traditional V-N connects to the closest device, d (i.e., M, L, N, or V), at a position,

z, with a random variable, Zd. For an MBS connected to a V-N, ZM is the random variable
describing distance, and it is assumed that all the interfering equipment is placed outside z.
Considering the usual V-N linked to the closest MBS, the cumulative distribution function
(cdf) of the ZM is represented by [35] as

FM(z) = 1 − e−πλMz2
. (9)

The probability density function (pdf) for the MBS connection is represented as

fM(z) = dFM(z)/dz = 2πλMze(−πλMz2). (10)

For the V-N associated with the LAP (i.e., Q ∈ {L, N}), the cdf of the LAP’s distance is
given as [36]

FQ(z) = 1 − e−2πλU
∫ z

hU
tpQ

(√
t2−h2

U

)
dt. (11)

The pdf of the LAP’s distance is given as

fQ(z) = 2πλUtpQ

(√
t2 − h2

U

)
e−2πλU

∫ z
hU

tpQ

(√
t2−h2

U

)
dt. (12)

For the V-N attached to the closest V-N, the pdf of the V-N’s distance may be obtained
through the cdf indicated in Appendix A and is represented as

fV(z) =
dFV(z)

dz
= 2 exp

(
−2λVz + 2πλR

∫ z

0
1 − e−2λV

√
z2−y2

dy
)

×
(

λV + 2πλRλV

∫ z

0

ze−2λV
√

z2−y2√
z2 − y2

dy

)
. (13)
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4. Typical Vehicle’s Association
Based on the received power, the V-N connects to the equipment (for example,

M, L, N, V). The conventional V-N affiliation is the formation of a link between the V-
N and the actual device.

4.1. Probability of V2V Association

The typical V-N connects to a neighboring V-N whenever the power acquired for
the V2V link is greater than the power acquired for the V2M, V2L, or V2N linkages. The
probability of V2V association is derived as

AV= Pr
{
GTGR∥zV∥−αV

η−1 >
GTGR∥zM∥−αM

ηM

}
× Pr

{
GTGR∥zV∥−αV

η−1 >
GTGR∥zL∥−αL

ηL

}
× Pr

{
GTGR∥zV∥−αV

η−1 >
GTGR∥zN∥−αN

ηN

}

a
= Pr

zM > z

αV
αM

(
η−1GM
ηMGV

) 1
αM

Pr

zL > z

αV
αL

(
η−1GL
ηLGV

) 1
αL

Pr

zN > z

αV
αN

(
η−1GN
ηNGV

) 1
αN


b
= Pr

zM> z

αV
αM

(
η−1GM,O

ηMGV,O

) 1
αM

Pr

zL> z

αV
αL

(
η−1GL
ηLGV,O

) 1
αL

Pr

zN> z

αV
αN

(
η−1GN
ηNGV,O

) 1
αN


c
=
∫ ∞

0
(1 − FMV(z)) fV(z)dz ×

∫ ∞

hU
(1 − FLV(z)) fV(z)dz ×

∫ ∞

hU
(1 − FNV(z)) fV(z)dz, (14)

where (a) is simplified, (b) is the supposition that MBS and V-N accomplish the highest
gain in contrast to LOS- and NLOS-LAP because of insignificant beam-width vibrations,
and (c) is the representation of the likelihoods of the links in relation to the cdf and pdf of
the distances between them. Equation (15) expresses the association probability of the V2V
link by assuming that hU > 0 and that the initial limits of the z-axis are greater than zero.

AV =
∫ ∞

0
exp

−πλMz

αV
αM

(
η−1GM,O
ηMGV,O

) 1
αM

22 exp
(
−2λVz + 2πλR

∫ z

0
1 − e−2λV

√
z2−y2

dy
)

×
(

λV + 2πλRλV

∫ z

0

ze−2λV
√

z2−y2√
z2 − y2

dy

)
dz×

∫ ∞

hU

exp

−πλU

∫ ∞

hU

z

αV
αL

(
η−1GL
ηLGV,O

) 1
αL

pL


√√√√√√√
z

αV
αL

(
η−1GL
ηLGV,O

) 1
αL


2

− h2
U

dt


2 exp

(
−2λVz + 2πλR

∫ z

0
1 − e−2λV

√
z2−y2

dy
)
×
(

λV + 2πλRλV

∫ z

0

ze−2λV
√

z2−y2√
z2 − y2

dy

)
dz

×
∫ ∞

hU

exp

−πλU

∫ ∞

hU

z

αV
αN

(
η−1GN
ηNGV,O

) 1
αN

pN


√√√√√√√
z

αV
αN

(
η−1GN
ηNGV,O

) 1
αN


2

− h2
U

dt


2 exp

(
−2λVz + 2πλR

∫ z

0
1 − e−2λV

√
z2−y2

dy
)
×
(

λV + 2πλRλV

∫ z

0

ze−2λV
√

z2−y2√
z2 − y2

dy

)
dz.

(15)
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4.2. Probability of V2M Association

The V-N connects to the MBS whenever the mean signal strength gained from the V-N
at the MBS (i.e.,) exceeds the mean signal strength of the V2V, V2L, or V2N connections.
The expression is derived by following the derivation of (14) and is given in (17). The
probability of V2M association is derived by assuming that hU > 0 and that the initial limits
of the z-axis are greater than zero. Association probability of V2M connection is given as

AM = Pr

{
GTGR∥zM∥−αM

ηM
>

GTGR∥zL∥−αL

ηL

}

× Pr

{
GTGR∥zM∥−αM

ηM
>

GTGR∥zN∥−αN

ηN

}
× Pr

{
GTGR∥zM∥−αM

ηM
>

GTGR∥zV∥−αV

η−1

}

= Pr

zL > z

αM
αL

(
ηMGL

ηLGM,O

) 1
αL

Pr

zN > zz

αM
αN
(

ηMGN
ηNGM,O

) 1
αN


Pr

zV > z

αM
αV

(
ηMGV

η−1GM,O

) 1
αV


=
∫ ∞

hU
(1 − FLM(z)) fM(z)dz ×

∫ ∞

hU
(1 − FNM(z)) fM(z)dz ×

∫ ∞

0
(1 − FVM(z)) fM(z)dz. (16)

AM =
∫ ∞

hU

exp

−2πλU

∫ ∞

hU

z

αM
αL

(
ηMGL

ηLGM,O

) 1
αL

pL


√√√√√√
zαM/αL

(
ηMGL

ηNGM,O

) 1
αL


2

− h2
U

dt



2πλMz exp(−πλMz2)dz ×
∫ ∞

hU

exp

−2πλU

∫ ∞

hU

z

αM
αN

(
ηMGN

ηNGM,O

) 1
αN

pN


√√√√√√
z

αM
αN

(
ηMGN

ηNGM,O

) 1
αN


2

− h2
U

dt



2πλMz exp(−πλMz2)dz ×
∫ ∞

0
exp

−2πλR

∫ zαM /αV

(
ηMGV

η−1GM,O

)1/αV

0
1 − e

−2λV

√√√√√
zαM /αV

(
ηMGV

η−1GM,O

)1/αV
2

−y2

dy


exp(−2λVz)2πλMz exp(−πλMz2)dz.

(17)

4.3. Probability of V2L Association

The traditional V-N links to the LOS-LAP if the V-N’s average signal quality at the
nearest LOS-LAP exceeds the power acquired at the nearest MBS, NLOS-LAP, and V-N.
The equation is produced through the same method as acquired in (14). The probability of
V2L association is derived by assuming that hU > 0 and that the initial limits of the z-axis
are greater than zero. The association probability of the V2L connection is given as
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AL = Pr
{
GTGR∥zL∥−αL

ηL
>

GTGR∥zM∥−αM

ηM

}
× Pr

{
GTGR∥zL∥−αL

ηL
>

GTGR∥zN∥−αN

ηN

}
× Pr

{
GTGR∥zL∥−αL

ηL
>

GTGR∥zV∥−αV

η−1

}

= Pr

zM > z

αL
αM

(
ηLGM,O

ηMGL

) 1
αM

× Pr

zN > z

αL
αN

(
ηL
ηN

)1/αN


× Pr

zV > z

αL
αV

(
ηLGV,O

η−1GL

) 1
αV


=
∫ ∞

hU
(1 − FML(z)) fL(z)dz ×

∫ ∞

hU
(1 − FNL(z)) fL(z)dz ×

∫ ∞

0
(1 − FVL(z)) fL(z)dz. (18)

Equation (18) presents the association likelihood of the V2L connection and is ex-
pressed in (19).

AL =
∫ ∞

hU

exp

−πλMz

αL
αM

(
ηLGM,O

ηMGL

) 1
αM

22πλUtpL

(√
t2 − h2

U

)
exp

(
−2πλU

∫ ∞

hU

tpL

(√
t2 − h2

U

)
dt
)

dz ×
∫ ∞

hU

exp

−2πλU

∫ ∞

hU

z

αL
αN

(
ηL
ηN

) 1
αN

pN


√√√√√√
z

αL
αN

(
ηL
ηN

) 1
αN


2

− h2
U

dt


2πλUtpL

(√
t2 − h2

U

)
exp

(
−2πλU

∫ ∞

hU

tpL

(√
t2 − h2

U

)
dt
)

dz

×
∫ ∞

0
exp

−2πλR

∫ zαL/αV

(
ηLGV,O

η−1GL

)1/αV

0
1 − e

−2λV

√√√√√zαL/αV

(
ηLGV,O

η−1GL

)1/αV
2

−y2

dy


2πλUtpL

(√
t2 − h2

U

)
exp

(
−2πλU

∫ ∞

hU

tpL

(√
t2 − h2

U

)
dt
)

dz.

(19)

4.4. Probability of V2N Association

The conventional V-N links to the NLOS-LAP whenever the power gained from the
V-N located at the closest NLOS-LAP exceeds the power gained at the closest MBS, LOS-
LAP, and V-N. Employing the same methods as in (14), an association of V-N with NLOS
UAV is obtained. The probability of V2N association is derived by assuming that hU > 0
and that the initial limits of the z-axis are greater than zero. Association probability of V2N
connection is given as



Mathematics 2025, 13, 1665 14 of 36

AN= Pr
{
GTGR∥zN∥−αN

ηN
>

GTGR∥zM∥−αM

ηM

}
× Pr

{
GTGR∥zN∥−αN

ηN
>

GTGR∥zL∥−αL

ηL

}
× Pr

{
GTGR∥zN∥−αN

ηN
>

GTGR∥zV∥−αV

η−1

}

= Pr

zM > z

αN
αM

(
ηNGM,O

ηMGN

) 1
αM

× Pr

zL > z

αN
αL

(
ηN
ηL

)1/αN


× Pr

zV > z

αN
αV

(
ηNGV,O

η−1GN

) 1
αV


=
∫ ∞

hU
(1 − FMN(z)) fN(z)dz ×

∫ ∞

hU
(1 − FLN(z)) fN(z)dz ×

∫ ∞

0
(1 − FVN(z)) fN(z)dz. (20)

Equation (21) is the association probability of the V2N, which is obtained by substitut-
ing the values in (20).

AN =
∫ ∞

hU

exp

−πλMz

αN
αM

(
ηNGM,O

ηMGN

) 1
αM

22πλUtpN

(√
t2 − h2

U

)
exp

(
−2πλU

∫ ∞

hU

tpN

(√
t2 − h2

U

)
dt
)

dz ×
∫ ∞

hU

exp

−2πλU

∫ ∞

hU

z

αN
αL (ηN/ηL)

1
αL

pL


√√√√√√
z

αN
αL

(
ηN
ηL

) 1
αL


2

− h2
U

dt


2πλUtpN

(√
t2 − h2

U

)
exp

(
−2πλU

∫ ∞

hU

tpN

(√
t2 − h2

U

)
dt
)

dz

×
∫ ∞

0
exp

−2πλR

∫ zαN /αV

(
ηNGV,O

η−1GN

)1/αV

0
1 − e

−2λV

√√√√√zαN /αV

(
ηNGV,O

η−1GN

)1/αV
2

−y2

dy


2πλUtpN

(√
t2 − h2

U

)
exp

(
−2πλU

∫ ∞

hU

tpN

(√
t2 − h2

U

)
dt
)

dz.

(21)

5. Interference Analysis
The signal received at the recipient V-N can be interrupted by the signals (or in-

terference) of all the other nodes that are interacting via direct mode and shared mode
transmission. The reception of a V-N’s transmission is impacted solely by the transmis-
sion of V-Ns, which are broadcasting to neighboring V-Ns via direct mode transmission.
For shared mode transmission, the transmission of V2M, V2L, or V2N links is going to be
disturbed by transmissions from all other V2M, V2L, or V2N links.

Interfering signals of MBSs, LOS-LAPs, NLOS-LAPs, and V-Ns are denoted as
LIX (s), wherein X may correspond to MBSs, LOS-LAPs, NLOS-LAPs, or V-Ns
(i.e., X ∈ {M, L, N, V}). The interference is provided as: LIX (s) = E[e−sIX ],
IX = ∑i∈X Pigiη

−1
i Gt,iGr,i∥zr,i − zt,i∥−αi , wherein Pi is the i-th node power. gi is the small-

scale fading gain for the i-th node, while ηi is the extra path loss for the i-th node. Gt,i is
the i-th sending node gain, Gr,i is the i-th receiving node gain, zt,i is the distance between
the transmitting node and o, zr,i is the Euclidean distance between the receiving node and
o, and αi is the path loss of the i-th node. Thus, the Laplace expression can be expressed
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as LIX (s) = Eg,X

[
e−s ∑i∈X Pi giη

−1
i Gt,iGr,i∥zr,i−zt,i∥−αi

]
, where the expectation is with respect to

g and X. By taking the expectation with respect to g ∼ exp(1), the expression can be
written as

LIX (s) = EX

[
∏
i∈X

(
1

1 + sPiη
−1
i Gt,iGr,i∥zr,i − zt,i∥−αi

)]
. (22)

5.1. V-Ns Interference

The interference between V-Ns at the recipient V-N may be represented as LIX (s),
wherein X is V and is derived by presuming Rayleigh fading for gV . V-N interference is
divided into two distinct categories: (i) interference from V-Ns that are not situated on
a conventional road traversing the origin, and (ii) interference from V-Ns that belong on
a road that traverses the origin [11]. The interference of non-typical road V-Ns may be
obtained by supposing that there are two distinct types of V-Ns, i.e., (a) the V-Ns that are
positioned at a distance of y ≥ zV (e.g., L♯

IV
(s)), where y is the perpendicular distance to zV

such that zV is the radius of the sphere centered at the origin, S(o, zV), and (b) the V-Ns
that are located at a distance of y < zV (e.g., Lı

IV
(s)). It is important to note that for the

V-Ns with distance, y < zV , only the V-Ns located on a road (or a line segment) between[
−
√

z2 − y2,−
√

z2
V − y2

]
and

[√
z2

V − y2,
√

z2 − y2
]

will create interference. Whereas,
for the V-Ns with distance y ≥ zV , the V-Ns located on a road (or a line segment) between[
−
√

z2 − y2,
√

z2 − y2
]

will create interference.

The V-Ns’ interference is placed at a straight line segment (road)
[
−
√

z2 − y2,
√

z2 − y2
]
.

is obtained by ensuring that the V-Ns are placed on the road as a PPP, with the pdf provided

by f (t1) =
1

2
√

z2 − y2
. Given that the total quantity of V-Ns on the road is j, the interference

is represented as

L♯
IV
(s) = ∑

j≥0
P{ℵV = j}

∫
√

z2−y2

−
√

z2−y2

f (t1)dt1

1 + sPV BGtGr
(
y2 + t2

1
)−αr

2


j

. (23)

Plugging f (t1) into (23) and the probability of nodes, P{ℵV = j}, that follows PPP-
distribution, the interference is expressed as

L♯
IV
(s) = ∑

j≥0

e
(
−2λV

√
z2−y2

)(
2λV

√
z2 − y2

)j

j!
(

2
√

z2 − y2
)j

∫
√

z2−y2

−
√

z2−y2

dt1

1 + sPV BGtGr
(
y2 + t2

1
)−αr

2


j

. (24)

Using simple mathematics, the expression can be written as

L♯
IV
(s) = ∑

j≥0

e
(
−2λV

√
z2−y2

)
j!


(

2λV
√

z2 − y2
)

(
2
√

z2 − y2
) ∫ √

z2−y2

−
√

z2−y2

dt1

1 + sPV BGtGr
(
y2 + t2

1
)−αr

2


j

. (25)

Using
∫ t2
−t2

= 2
∫ t2

0 and ∑∞
j=0

Y j

j!
= eY , we get
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L♯
IV
(s) = e

(
−2λV

√
z2−y2

)
exp

2λV

∫
√

z2−y2

0

dt1

1 + sPV BGtGr
(
y2 + t2

1
)−αr

2


.

After simplification, the V-Ns’ interference located at a single road with y ≥ zV is
given as

L♯
IV
(s) = exp

−2λV

∫ √
z2−y2

0

1 − 1

1 + sPV BGtGr
(
y2 + t2

1
)−αr

2

dt1

. (26)

For αr > 1, the closed-form expression is given as

L♯
IV
(s) = exp

−2λπ(sPV BGtGr)−αr csc
(

π

αr

)
αr

. (27)

Following a similar procedure of (26), the V-Ns interference for a single road with
y < zV can be computed and is given as

Lı
IV
(s) = exp

−2λV

∫ √
z2−y2

√
z2

V−y2

1 − 1

1 + sPV BGtGr
(
y2 + t2

1
)−αr

2

dt1

. (28)

The roads are distributed in the given region considering a PPP, and the average
number of roads with y < zV is given as 2λRλV(z − zV), and the average number of roads
with y ≥ zV is given as 2λRλVz. Let j1 and j2 be the number of roads such that j1 has

the pdf, f (t1) =
1
2z

with y ≥ z and j2 has the pdf, f (t2) =
1

2(z − zV)
with y < z. Thus,

the V-Ns interference, considering all the roads other than the typical road that passes o,
can be expressed as

LIV (s) =

{
∑

j1≥0

exp(−2λRλVz)(2λRλVz)j1

j1!

(∫ z

−z
L♯

IV
(s) f (t1)dt1

)j1
}

{
∑

j2≥0

exp(−2λRλV(z − zV))(2λRλV(z − zV))
j2

j2!

(∫ z

zV

Lı
IV
(s) f (t2)dt2

)j2
}

. (29)

Substituting f (t1) and f (t2) in (29) and simplifying the expression, we get

LIV (s) = e−2λRλV z
∑j1≥0

(
2λRλV

∫ z
0 L♯

IV
(s)dt1

)j1

j1!
e−2λRλV(z−zV)

∑j2≥0

(
2λRλV

∫ z
zV

Lı
IV
(s)dt2

)j2

j2!
. (30)

Employing ∑∞
i=0 Y i/i! = eY , (30) is simplified as

LIV (s) = e−2λRλV ze2λRλV
∫ z

0 L♯
IV
(s)dt1 e−2λRλV(z−zV)e2λRλV

∫ z
zV

Lı
IV
(s)dt2 . (31)

The final expression of the V-Ns interference, excluding the typical road passing origin,
is expressed as
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LIV (s) = exp
(
−2λRλV

∫ z

0

(
1 − L♯

IV
(s)
)

dt1 +
∫ z

zV

(
1 − Lı

IV
(s)
)

dt2

)
. (32)

The V-Ns interference from the typical road passing o is expressed by substituting
y = 0 in (28). This is expressed as

LIVo
(s) = exp

(
−2λV

∫ z

zV

(
1 − 1

1 + sPV BGV,tGV,rb−αr

)
db
)

. (33)

Substituting zV ≈ 0 as well as z > 0 and αr > 1 in (33), the interference expression is
expressed as

LIVo
(s) = exp

(
−2λVGV,tGV,rz 2F1(1,−1 + αr/αr; 2 − 1/αr;−GV,tGV,rz)

1 + αr

)
, (34)

where 2F1(−,−;−;−) is the hyper-geometric function [37].

5.2. MBSs Interference

The LIX (s) expression represents the MBSs’ interference at the point of recipient V-N,
wherein X is M and is specified as

LIM (s) = EXM

[
∏

i∈XM

(
1

1 + sPiη
−1
i Gt,iGr,i∥zr,i − zt,i∥−αr

)]
. (35)

Using coordinates in polar form and presuming the probability generating function
(pgf) as E[∏X ℧(x)] = exp

(
−2πλ

∫ ∞
z (1 −℧(x))xdx

)
[35]. The remaining statement for

the MBS interference is as follows:

LIM (s) = exp

(
−2πλM

∫ ∞

zM

(
1 −

(
1

1 + sPMη−1
M GtGr∥zr − zt∥−αr

))
xdx

)
. (36)

5.3. LOS-LAPs Interference

The LOS-LAPs interference at the recipient V-N can be expressed as LIX(s), wherein X is
L, which is produced by presuming that gL implies Nakagami-m fading and is given as [16]

LIX (s) = EXL

[
∏

i∈XL

(
1 +

sPLη−1
L Gt,iGr,i∥zr,i − zt,i∥−αr

mL

)mL
]

. (37)

Using coordinates that are polar and presuming the pgf of the point process, the equa-
tion is derived as

LIL(s) = exp

(
−2πλL

∫ ∞

hU

tpL

(√
t2 − h2

U

)(
1 −

(
1 +

sPLη−1
L GL,tGd,r∥zd − zt∥−αd

mL

)mL
)

dt

)
. (38)

5.4. NLOS-LAPs Interference

The NLOS-LAPs interference at the recipient V-N is computed as LIX (s), wherein X is
N and is derived by considering a similar procedure of (38) and is given as

LIN (s) = exp

(
−2πλN

∫ ∞

hU

tpN

(√
t2 − h2

U

)(
1 −

(
1 +

sPNη−1
N GN,tGN,r∥zd − zN,t∥−αd

mN

)mN
)

dt

)
. (39)
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5.5. Jammers Interference

The MCP-distributed jamming clusters, λJ , with Poisson-distributed jammers, J, in a
circular radius, rJ , can degrade the efficiency of a UAV-assisted C-V2X network. The in-
terference of the jamming clusters at the recipient node is derived in Appendix B and is
given as

LIJ = exp

{
−

2πλJ J
αJr2

J
τ2/αJ csc

(
2π

αJ

)
z2

d − πλJτ
2/αJ z2

d

∫ zd

0

(
1 − exp

(
−J

1 + ωαJ /2

))
dω

}
. (40)

6. Performance Metrics
The following performance metrics help in validating the proposed method.

6.1. Coverage Probability

The V-N is considered to be within coverage whenever the SIR achieved at the recipient
device surpasses the predefined limit. This is characterized as:

C =
∫ ∞

0
Pr{SIRt2r ≥ τ} fr(z)dz

a
=
∫ ∞

0
Pr
{

PtηgtGtGr∥zr − zt∥−αr

IX
≥ τ

}
fr(z)dz

b
=
∫ ∞

0
Pr
{

gt ≥
τ(IX)

PtηGtGr∥zr − zt∥−αr

}
fr(z)dz (41)

c
=
∫ ∞

0
exp{−s(IX)} fr(z)dz,

where (a) yields by inserting SIRt2r, (b) yields by straightforward mathematical concepts,
and (c) yields by gt ∼ exp(1) and s = τ(PtηGtGr∥zr − zt∥−αr )

−1. For direct mode transmis-
sion, the V2V link is considered to be within coverage whenever the SIR acquired at the
recipient V-N surpasses the set limit. This can be obtained as

CV =
∫ ∞

0
Pr{SIRV2V ≥ τ} fV(z)dz

a
=
∫ ∞

0
Pr
{

gV ≥ τ(IVo + IV)

PVηGV,tGV,r∥zV∥−αV

}
fV(z)dz

b
=
∫ ∞

0
exp{−s(IVo + IV)} fV(z)dz

c
=
∫ ∞

0

(
LIV (s)× LIVo

(s)
)

fV(z)dz, (42)

where (a) is obtained by simplification and inserting SIRV2V , (b) is derived by presuming
gV ∼ exp(1), and (c) is implied by the description of the Laplace transform. V2V connec-
tion’s coverage is calculated by entering the values of LIV (s), LIVo

(s), and fV(z) in (42).
The direct-mode coverage incorporating jamming can be evaluated as

CV,J =
∫ ∞

0

(
LIV (s)× LIVo

(s)× LIJ

)
fV(z)dz. (43)

Substituting the values of LIV (s), LIVo
(s), LIJ , and fV(z) in (43), the expression is

obtained and expressed in (44).
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CV,J =
∫ ∞

0
exp
(
−2λRλV

∫ z

0

(
1 −L♯

IV
(s)
)
dt1 +

∫ z

zV

(
1 −Lı

IV
(s)
)
dt2

)
exp

(
−2λV

∫ z

zV

(
1− 1

1 + sPVηGV,tGV,rb−αV

)
db
)

exp

{
−

2πλJ J
αJr2

J
τ2/αJ csc

(
2π

αJ

)
z2

d − πλJτ
2/αJ z2

d

∫ zd

0

(
1 − exp

(
−J

1 + ωαJ /2

))
dω

}

2 exp
(
−2λVz + 2πλL

∫ z

0
1 − e−2λV

√
z2−y2

dy
)(

λV + 2πλLλV

∫ z

0

ze−2λV
√

z2−y2√
z2 − y2

dy

)
dz.

(44)

For shared mode communication employing an MBS, the link is considered to be
within coverage if the SIR achieved for both the V2M and M2V connections is greater than
the specified limits and is expressed as

CM =
∫ ∞

0
Pr{SIRV2M ≥ τ} fM(z)dz ×

∫ ∞

0
Pr{SIRM2V ≥ τ} fV(z)dz

a
=
∫ ∞

0

(
LIV (s)× LIVo

(s)
)

fM(z)×
∫ ∞

0

(
LIM (s)× LIL(s)× LIN (s)

)
fV(z)dz, (45)

wherein (a) is derived by applying an analogous method to (42). It is crucial to note that in
V2V transmissions, V-N signals interact with other V-N signals communicating at the same
frequency, F1. In contrast, for traditional M2V, L2V, and N2V transmissions functioning
at a frequency, F2, the corresponding conventional signals interfere with the other nodes
sending via M2V, L2V, and N2V connections. By substituting the values of LIV (s), LIVo

(s),
fM(z), LIM (s), LIL(s), LIN (s), and fV(z) in (45), MBS coverage is obtained. The coverage of
the MBS with jammers can be evaluated as

CM,J =
∫ ∞

0

(
LIV (s)× LIVo

(s)× LIJ

)
fM(z)×

∫ ∞

0

(
LIM (s)× LIL(s)× LIN (s)× LIJ

)
fV(z)dz. (46)

Substituting LIV (s), LIVo
(s), fM(z), LIM (s), LIL(s), LIN (s), LIJ , and fV(z) in (46), MBS

coverage with jammers is obtained and is given in (47).

CM,J =
∫ ∞

0
exp
(
−2λRλV

∫ z

0

(
1 −L♯

IV
(s)
)
dt1 +

∫ z

zM

(
1 −Lı

IV
(s)
)
dt2

)
exp

(
−2λV

∫ z

zM

(
1− 1

1 + sPVηGV,tGM,rb−αM

)
db
)

exp

{
−

2πλJ J
αJr2

J
τ2/αJ csc

(
2π

αJ

)
z2

M − πλJτ
2/αJ z2

M

∫ zM

0

(
1 − exp

(
−J

1 + ωαJ /2

))
dω

}
.

2πλMz exp(−πλMz2)dz×∫ ∞

0
exp

(
−2πλM

∫ ∞

zM

(
1 −

(
1

1 + sPMη−1
M GM,tGV,r∥zV − zM∥−αV

))
xdx

)

exp

(
−2πλL

∫ ∞

hU

tpL

(√
t2 − h2

U

)(
1 −

(
1 +

sPLη−1
L GL,tGV,r∥zV − zL∥−αV

mL

)mL
)

dt

)

exp

(
−2πλN

∫ ∞

hU

tpN

(√
t2 − h2

U

)(
1 −

(
1 +

sPNη−1
N GN,tGV,r∥zV − zN∥−αV

mN

)mN
)

dt

)

exp

{
−

2πλJ J
αJr2

J
τ2/αJ csc

(
2π

αJ

)
z2

V − πλJτ
2/αJ z2

V

∫ zV

0

(
1 − exp

(
−J

1 + ωαJ /2

))
dω

}

2 exp
(
−2λVz + 2πλL

∫ z

0
1 − e−2λV

√
z2−y2

dy
)(

λV + 2πλLλV

∫ z

0

ze−2λV
√

z2−y2√
z2 − y2

dy

)
dz. (47)

For shared mode communication utilizing the LOS-LAP, the link is considered to
be within coverage whenever the SIR achieved for both the V2L and L2V connections is
greater than the prescribed limits. This can be obtained as
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CL =
∫ ∞

0
Pr{SIRV2L ≥ τ} fL(z)dz ×

∫ ∞

0
Pr{SIRL2V ≥ τ} fV(z)dz

a
=
∫ ∞

0

(
LIV (s)× LIVo

(s)
)

fL(z)×
∫ ∞

0

(
LIM (s)× LIL(s)× LIN (s)

)
fV(z)dz, (48)

where (a) is obtained by following a similar procedure to (45). Substituting the values of
LIV (s), LIVo

(s), fL(z), LIM (s), LIL(s), LIN (s), and fV(z) in (48), the LOS-LAP’s coverage is
derived. The LOS-LAP’s coverage, including jamming, can be evaluated as

CL,J =
∫ ∞

0

(
LIV (s)× LIVo

(s)× LIJ

)
fL(z)×

∫ ∞

0

(
LIM (s)× LIL(s)× LIN (s)× LIJ

)
fV(z)dz, (49)

Substituting LIV (s), LIVo
(s), fL(z), LIM (s), LIL(s), LIN (s), LIJ , and fV(z) in (49),

the LOS-LAP’s coverage including jammers is derived and expressed in (50).

CL,J =
∫ ∞

0
exp
(
−2λRλV

∫ z

0

(
1 −L♯

IV
(s)
)
dt1 +

∫ z

zL

(
1 −Lı

IV
(s)
)
dt2

)
exp

(
−2λV

∫ z

zL

(
1− 1

1 + sPVηGV,tGL,rb−αL

)
db
)

exp

{
−

2πλJ J
αJr2

J
τ2/αJ csc

(
2π

αJ

)
z2

L − πλJτ
2/αJ z2

L

∫ zL

0

(
1 − exp

(
−J

1 + ωαJ /2

))
dω

}
.

2πλUtpL

(√
t2 − h2

U

)
e−2πλU

∫ z
hU

tpL

(√
t2−h2

U

)
dtdz×

∫ ∞

0
exp

(
−2πλM

∫ ∞

zM

(
1 −

(
1

1 + sPMη−1
M GM,tGV,r∥zV − zM∥−αV

))
xdx

)

exp

(
−2πλL

∫ ∞

hU

tpL

(√
t2 − h2

U

)(
1 −

(
1 +

sPLη−1
L GL,tGV,r∥zV − zL∥−αV

mL

)mL
)

dt

)

exp

(
−2πλN

∫ ∞

hU

tpN

(√
t2 − h2

U

)(
1 −

(
1 +

sPNη−1
N GN,tGV,r∥zV − zN∥−αV

mN

)mN
)

dt

)

exp

{
−

2πλJ J
αJr2

J
τ2/αJ csc

(
2π

αJ

)
z2

V − πλJτ
2/αJ z2

V

∫ zV

0

(
1 − exp

(
−J

1 + ωαJ /2

))
dω

}

2 exp
(
−2λVz + 2πλL

∫ z

0
1 − e−2λV

√
z2−y2

dy
)(

λV + 2πλLλV

∫ z

0

ze−2λV
√

z2−y2√
z2 − y2

dy

)
dz. (50)

For the shared mode transmission using the NLOS-LAP, the connection of the NLOS-
LAP is said to be in coverage if the SIR obtained for the V2N connection, as well as the N2V
connection, is larger than the predefined values. This is given as

CN =
∫ ∞

0
Pr{SIRV2N ≥ τ} fN(z)dz ×

∫ ∞

0
Pr{SIRN2V ≥ τ} fV(z)dz

a
=
∫ ∞

0

(
LIV (s)× LIVo

(s)
)

fN(z)×
∫ ∞

0

(
LIM (s)× LIL(s)× LIN (s)

)
fV(z)dz, (51)

where (a) is obtained by following a similar procedure to (45). Substituting the values of
LIV (s), LIVo

(s), fN(z), LIM (s), LIL(s), LIN (s), and fV(z) in (51), the NLOS-LAP’s coverage
is derived. The NLOS-LAP’s coverage with jammers can be derived as

CN,J =
∫ ∞

0

(
LIV (s)× LIVo

(s)× LIJ

)
fN(z)×

∫ ∞

0

(
LIM (s)× LIL(s)× LIN (s)× LIJ

)
fV(z)dz, (52)

Substituting LIV (s), LIVo
(s), fN(z), LIM (s), LIL(s), LIN (s), LIJ , and fV(z) in (52),

the NLOS-LAP’s coverage with jammers is derived and expressed in (53).
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CN,J =
∫ ∞

0
exp
(
−2λRλV

∫ z

0

(
1 −L♯

IV
(s)
)
dt1 +

∫ z

zN

(
1 −Lı

IV
(s)
)
dt2

)
exp

(
−2λV

∫ z

zN

(
1− 1

1 + sPVηGV,tGN,rb−αN

)
db
)

exp

{
−

2πλJ J
αJr2

J
τ2/αJ csc

(
2π

αJ

)
z2

N − πλJτ
2/αJ z2

N

∫ zN

0

(
1 − exp

(
−J

1 + ωαJ /2

))
dω

}
.

2πλUtpN

(√
t2 − h2

U

)
e−2πλU

∫ z
hU

tpN

(√
t2−h2

U

)
dtdz×

∫ ∞

0
exp

(
−2πλM

∫ ∞

zM

(
1 −

(
1

1 + sPMη−1
M GM,tGV,r∥zV − zM∥−αV

))
xdx

)

exp

(
−2πλL

∫ ∞

hU

tpL

(√
t2 − h2

U

)(
1 −

(
1 +

sPLη−1
L GL,tGV,r∥zV − zL∥−αV

mL

)mL
)

dt

)

exp

(
−2πλN

∫ ∞

hU

tpN

(√
t2 − h2

U

)(
1 −

(
1 +

sPNη−1
N GN,tGV,r∥zV − zN∥−αV

mN

)mN
)

dt

)

exp

{
−

2πλJ J
αJr2

J
τ2/αJ csc

(
2π

αJ

)
z2

V − πλJτ
2/αJ z2

V

∫ zV

0

(
1 − exp

(
−J

1 + ωαJ /2

))
dω

}

2 exp
(
−2λVz + 2πλL

∫ z

0
1 − e−2λV

√
z2−y2

dy
)(

λV + 2πλLλV

∫ z

0

ze−2λV
√

z2−y2√
z2 − y2

dy

)
dz. (53)

The V2X link’s coverage is expressed as

C = AVCV + AMCM + ALCL + ANCN . (54)

Substituting the values of AV , AL, AN , AM, CV , CL, CN , and CM into (54), the cover-
age probability of the V2X connection is obtained. The coverage probability of the V2X
connection with jammers can be derived as The V2X link’s coverage is expressed as

CJ = AVCV,J + AMCM,J + ALCL,J + ANCN,J . (55)

Substituting AV , AL, AN , AM, CV,J , CL,J , CN,J , and CM,J into (55), the coverage proba-
bility of the V2X connection with jammers is obtained.

6.2. Spectrum Efficiency

The SE is calculated as the ratio of Shannon’s capacity to the overall bandwidth, B.
The capacity may be expressed as C =

∫ ∞
0

∫ ∞
0 B ln(1 + SIRt2r) fr(z)dzdt. The SE of the V2V

link without exploiting the jammers is calculated whenever the SIR of the V2V link without
considering the jammers surpasses the specified limit. The SE is derived in App. C and is
expressed as

SEV =
∫ ∞

0

∫ ∞

0

(
LIV (s̄)× LIVo

(s̄)
)

fV(z)dzdt. (56)

The SE of the V2V connection with jammers can be evaluated by following the same
procedure as App. C and is given as

SEV,J =
∫ ∞

0

∫ ∞

0

(
LIV (s̄)× LIVo

(s̄)× LIJ

)
fV(z)dzdt. (57)

Plugging LIV (s̄), LIVo
(s̄), LIJ , and fV(z) into (57), the SE of the V2V connection with

jammers is determined.
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The SE of the MBS link without jammers can be determined whenever the SIR of the
V2M link and the M2V link is bigger than the specified limit. It is represented as

SEM =
1
2

[∫ ∞

0

∫ ∞

0
ln(1 + SIRV2M) fM(z)dzdt +

∫ ∞

0

∫ ∞

0
ln(1 + SIRM2V) fV(z)dzdt

]
a
=

1
2

[∫ ∞

0

∫ ∞

0

(
LIV (s̄)× LIVo

(s̄)
)

fM(z)dzdt +
∫ ∞

0

∫ ∞

0

(
LIM (s̄)× LIL(s̄)× LIN (s̄)

)
fV(z)dzdt

]
, (58)

where (a) is obtained by following a similar procedure to that which was derived in App.
C. Plugging the values of LIV (s̄), LIVo

(s̄), fM(z), LIM (s̄), LIL(s̄), LIN (s̄), and fV(z) in (58),
the SE of the MBS without jammers is derived. The SE of the V2M connection with jammers
is evaluated as

SEM,J =
1
2

[∫ ∞

0

∫ ∞

0

(
LIV (s̄)× LIVo

(s̄)× LIJ

)
fM(z)dzdt+∫ ∞

0

∫ ∞

0

(
LIM (s̄)× LIL(s̄)× LIN (s̄)× LIJ

)
fV(z)dzdt

]
. (59)

Plugging LIV (s̄), LIVo
(s̄), fM(z), LIM (s̄), LIL(s̄), LIN (s̄), LIJ and fV(z) in (59), the SE of

the MBS connection with jammers is derived.
The LOS-LAP’s SE is determined if the acquired SIR of both the V2L and L2V links is

greater than the limit and is provided as

SEL =
1
2

[∫ ∞

0

∫ ∞

0
ln(1 + SIRV2L) fL(z)dzdt +

∫ ∞

0

∫ ∞

0
ln(1 + SIRL2V) fV(z)dzdt

]
a
=

1
2

[∫ ∞

0

∫ ∞

0

(
LIV (s̄)× LIVo

(s̄)
)

fL(z)dzdt +
∫ ∞

0

∫ ∞

0

(
LIM (s̄)× LIL(s̄)× LIN (s̄)

)
fV(z)dzdt

]
, (60)

where (a) is obtained by following a similar procedure to that which was derived in App.
C. Plugging the values of LIV (s̄), LIVo

(s̄), fL(z), LIM (s̄), LIL(s̄), LIN (s̄) and fV(z) in (60),
LOS-LAP’s SE without jammers is obtained. The SE of the LOS-LAP with jamming devices
is evaluated as

SEL,J =
1
2

[∫ ∞

0

∫ ∞

0

(
LIV (s̄)× LIVo

(s̄)× LIJ

)
fL(z)dzdt+∫ ∞

0

∫ ∞

0

(
LIM (s̄)× LIL(s̄)× LIN (s̄)× LIJ

)
fV(z)dzdt

]
. (61)

Plugging LIV (s̄), LIVo
(s̄), fL(z), LIM (s̄), LIL(s̄), LIN (s̄), LIJ , and fV(z) in (61), LOS-

LAP’s SE with jammers is obtained.
The NLOS-LAP’s SE is calculated whenever the SIR of the V2N as well as the N2V

link exceeds the limit and is computed as

SEN =
1
2

[∫ ∞

0

∫ ∞

0
ln(1 + SIRV2N) fN(z)dzdt +

∫ ∞

0

∫ ∞

0
ln(1 + SIRN2V) fV(z)dzdt

]
a
=

1
2

[∫ ∞

0

∫ ∞

0

(
LIV (s̄)× LIVo

(s̄)
)

fN(z)dzdt +
∫ ∞

0

∫ ∞

0

(
LIM (s̄)× LIL(s̄)× LIN (s̄)

)
fV(z)dzdt

]
, (62)

where (a) is obtained by following a similar procedure to that which was derived in App. C.
The final expression for the SE of the NLOS-LAP connection without jammers is obtained
by substituting the values of LIV (s̄), LIVo

(s̄), fN(z), LIM (s̄), LIL(s̄), LIN (s̄) and fV(z) in (62).
The SE of the V2N connection with jamming devices is evaluated as
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SEN,J =
1
2

[∫ ∞

0

∫ ∞

0

(
LIV (s̄)× LIVo

(s̄)× LIJ

)
fN(z)dzdt+∫ ∞

0

∫ ∞

0

(
LIM (s̄)× LIL(s̄)× LIN (s̄)× LIJ

)
fV(z)dzdt

]
. (63)

Substituting LIV (s̄), LIVo
(s̄), fN(z), LIM (s̄), LIL(s̄), LIN (s̄), LN,J , and fV(z) in (63),

the SE of the V2N connection with jammers is obtained.
The SE of the overall link, i.e., the V2X connection, is given as

SE = AVSEV + AMSEM + ALSEL + ANSEN . (64)

Plugging AV , SEV , AM, SEM, AL, SEL, AN , and SEN in (64), the SE of the V2X link is
derived. The SE of the overall link with jammers, i.e., V2X connection with jammers, is
given as

SEJ = AVSEV,J + AMSEM,J + ALSEL,J + ANSEN,J . (65)

Plugging AV , SEV,J , AM, SEM,J , AL, SEL,J , AN and SEN,J in (65), the SE of the V2X
link with jammers is derived.

7. Mitigating Jamming Interference
To ensure the safe operation of vehicle networks while dealing with jamming trans-

mitters, a number of strategies can be used to mitigate the negative effects of jamming
equipment. Slot-based V2X systems are a potential side-link blocking approach [38] that
can be used to lessen several negative effects of organized jamming. The use of deliberate
side-link blocking and initiatives to jam V2X exchanges can be reduced by altering the rate
at which information is exchanged. A probabilistic-channel browsing technique [39] that
aims to react to the blocking disruption may also be employed to lessen the disruption
brought on by the clustering process of jammers. The channel surfing technique mostly
works by changing the control channel to a distinct channel. Also, an abrupt variation in
channels can aid in minimizing the impact of jamming by broadcasting the messages and
transmitting the contents on an un-jammed channel, as described in [40]. This strategy helps
in reducing the negative effects of jamming. The work in [41] examines a convoy system
that uses a behavior-based structure whereby VNs cooperate and exchange addresses to
counter jammer assaults in an effort to lessen the interference triggered by jamming devices.
Furthermore, in a jamming-disturbed environment, the multiple-input multiple-output-
based method suggested in [42] may be applied to analyze the data obtained. In real-world
scenarios, the rate-adaptation and power-management techniques outlined in [43,44] can
possibly be applied to mitigate the disruptive effects of jamming devices.

8. Network Setup, Results, and Discussion
8.1. Simulation Setup and Limitations

Table 2 shows the simulation parameters for the considered system model. The choice
of network parameters facilitates the fact that most of the outcomes of the analysis are
quantified in terms of coverage and SE. The network parameters are set by following
the specific method given in [11,16]. The simulation results are obtained on MATLAB
(https://www.mathworks.com/products/matlab.html, accessed on 16 May 2025) software
using 100,000 Monte Carlo runs by considering hardware, i.e., Intel (R) Core (TM) i7-12700
(20 CPUs), 2.1 GHz, with 16 GB RAM. Our analytical work is validated by simulations.
The analytical results and simulation results are shown with legends Ana− and Sim−,

https://www.mathworks.com/products/matlab.html


Mathematics 2025, 13, 1665 24 of 36

respectively. The V2V connection is represented by pink color, the V2M connection is
represented by cyan color, the V2L connection is represented by purple color, and the
V2N connection is represented by brown color. The V2X connection is represented by the
black color, showing the combined results of direct mode transmission and shared mode
transmission. The standard deviation of the fluctuations of the beam width is represented
by the filled circle with zero-degree variation, the filled hat with three-degree variation,
and the filled hexagon with six-degree variation. The solid line and dashed-dotted line
represent the network’s performance without including jamming and with including
jamming, respectively.

Table 2. Simulation parameters for UAV-assisted C-V2X networks.

Network Parameter Value Network Parameter Value

λR 3/km2 αN 3
λV 3/km αV 3
λM 3/km2 αM 4
λU 6/km2 αL 2.5
τ −5 dB mN 1
hU 80 m NM 20
A 12.08 NL 20
B 0.21 η 0.001
σ, σx, σy 0◦ B 10 MHz
ηN 5 dB ηM 1 dB
ηL 1 dB mL 1
fc 60 GHz c 0.3 G m/s
rJ 100 m λJ 2/km2

J 2 PJ 23 dBm
αJ 3

Monte Carlo simulations are obtained to validate the analysis. For each of the Monte
Carlo independent trials, the MBSs are allocated in the given 2D space based on a 2D
PPP with an average value of MBSs given as λM, while the V-Ns are allocated on each of
the roads based on a PLP. The average number of roads is given as λR, and the average
number of V-Ns on each road, based on a 3D PPP, with an average value of LAPs given
as λU . The jammers are distributed using an MCP such that the number of clusters in the
given region is a 2D PPP with an average number of clusters given in the region as λJ .
For each of the clusters, the number of jammers is a Poisson random variable with a mean
number of jammers in each cluster given as J. The jammers are distributed around each
cluster center with a circular radius given as rJ . For UAV-assisted C-V2X communications,
the performance of the V-N is computed in terms of coverage and SE by assuming that for
each of the Monte Carlo trials, a transmitting typical V-N wants to communicate with the
recipient V-N located at the origin either by utilizing infrastructure such as multiple UAVs
(e.g., LOS-LAPs or NLOS-LAPs) and MBSs or without utilizing the infrastructure (such as
in V-N to V-N communications).

In V2X communications, the transmitting V-N (also known as the conventional typical
V-N) wishes to connect with the nearby V-N (also known as the one that receives data).
The receiving V-N is located at the origin, o. The most adjacent V-N to the recipient V-N
is known as the typical node or the traditional node. Following choosing the typical V-N,
it determines when to opt for the transmission in direct mode or the transmission in the
shared mode according to the average power of the V-N from its origin or the average
power of the V-N at the nearest MBS, at the nearest LOS-LAP, or at the nearest NLOS-LAP.
The possibility of a conventional V-N to maintain a LOS interaction is determined using
Equation (1), and its complementary function may be utilized for the NLOS connection.
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The conventional V-N connects to the MBS during shared mode if the mean signal
strength of the corresponding V-N at the MBS exceeds the mean signal strength of the
V-N at the LOS-LAP, NLOS-LAP, and the recipient V-N. In shared mode communication,
a standard V-N connects to the LOS-LAP if the mean strength of the signal of the V-N
located at the LOS-LAP exceeds the mean signal strength of the characteristic V-N at the
MBS, NLOS-LAP, and the recipient V-N. The traditional V-N connects to the NLOS-LAP
in shared mode whenever the mean signal quality of the characteristic V-N located at the
NLOS-LAP is greater compared with the mean power of the characteristic V-N at the LOS-
LAP, MBS, and recipient V-N. The conventional V-N connects with the V-N in direct mode
whenever the conventional V-N’s average signal quality at the place of origin surpasses the
characteristic V-N’s average power at an MBS, LOS-LAP, or NLOS-LAP.

Efficiency in terms of coverage is determined following connecting to the node
(e.g., V2V, V2L, V2N, or V2V connections). When the sender (e.g., V-N) establishes an
association with the recipient V-N using direct mode delivery, the coverage is calculated
by taking into account the interference generated by all V-Ns at the recipient as well
as the jamming interference. For shared mode transfer, in which a user association
has been created with the devices (e.g., V-N, MBS, LOS-LAP, NLOS-LAP), the SIR of
the given link (e.g., at an MBS in V2V, at an LOS-LAP in V2L, at a NLOS-LAP in V2N,
or a receiving V-N in V2V) is determined through assessing the cumulative interference
of devices as well as the interference of clustered jammers. Whenever the SIR at the
device (MBS/LOS-LAP/NLOS-LAP) as well as the SIR at the destination V-N exceed
the specified value, the equipment’s interaction with MBS, LOS-LAP, or NLOS-LAP
is deemed to be in range. Whenever the V2M/V2L/V2N or V2V link has sufficient
coverage, the SE is determined for the considered device (for example, MBS, LOS-LAP,
NLOS-LAP, or V-N) using Shannon’s capacity theorem. The efficiency of the V2X link’s
coverage and bandwidth without jammers is calculated by combining the correspond-
ing coverage and bandwidth of the V2M/V2L/V2N, or V2V links, without jammers.
Whereas, the efficiency of the V2X link’s coverage and bandwidth with jammers is calcu-
lated by combining the corresponding coverage and bandwidth of the V2M/V2L/V2N,
or V2V links, including jammers.

The main limitation of our proposed method is based on the fact that our system
model is developed for a half-duplex network, and therefore, the bandwidth efficiency
is lower than a full-duplex vehicular network, where the bandwidth approaches twice
the bandwidth of a half-duplex vehicular network. Another limitation of our model is
maintaining backhaul connectivity and synchronization in the presence of LOS and NLOS
UAVs without affecting the bandwidth efficiency. Moreover, since UAVs are vulnerable
to security attacks, it is difficult to maintain a stable and secure platform for UAV-assisted
C-V2X communications. Also, one of the main challenges is to lower the control and
signaling overheads during base station handovers.

8.2. Results and Discussion

Figure 3 shows the influence of the SIR threshold on the equipment’s coverage perfor-
mance. The coverage probability of the V2X connection without jammers (black solid line)
exceeds the coverage probability of the V2X connection with jammers (black dotted-dashed
line). Similarly, the coverage probability of the V2V connection (pink solid line), V2M con-
nection (cyan solid line), V2L connection (purple solid line), and V2V connection (brown
solid line) without considering jammers exceeds the respective coverage probability of
the V2V connection (pink dotted-dashed line), V2M connection (cyan dotted-dashed line),
V2L connection (purple dotted-dashed line), and V2V connection (brown dotted-dashed
line) with jammers. This is because by including jammers in the network, the cumulative
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interference for the corresponding links increases, which reduces the SIR and the coverage
probability of the given links with jammers. Specifically, the coverage performance of the
network decreases in percentage change up to 25.5% at a −10 dB SIR threshold in the
presence of clustered jammers. Our proposed method to model and investigate a UAV-
assisted C-V2X network validates the simulation results of coverage probability, showing
that the coverage performance of the V-N links with jamming is efficiently characterized by
employing MCP-distributed jammers.
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Figure 3. Influence of SIR threshold on equipment’s coverage probability.

Figure 4 shows the V-N’s influence on the equipment’s association probability. The as-
sociation probability of the V2V connection improves with the increasing V-Ns, whereas
the association probability of the V2M/V2L/V2N connection decreases with the increasing
V-Ns because the path loss for the V2V connections decreases with increasing V-Ns in the
network, which increases the SIR and association probability of the V2V connection. The as-
sociation probability of the V2L and V2N connections decreases as compared with V2V and
V2M connections when the fluctuation of a beam of the antenna increases (e.g., from σ = 0◦

to σ = 6◦) due to factors like wind pressure, atmospheric pressure, etc. The fluctuations
in the beam width of the antenna result in lowering the antenna gain, the received power,
and the association probability of the V2L and V2N connections.

Figure 5 illustrates the V-N’s impact on the equipment’s coverage probability. The cov-
erage probability of the V2V connection boosts with increasing V-Ns, whereas the coverage
probability of the V2M/V2L/V2N connection reduces with growing V-Ns. This is because
the path loss for the V2V connections declines as the V-Ns increase, increasing the SIR and
coverage probability of the V2V connection. The coverage of the V2X link, V2V link, V2M
link, V2L link, and V2N link without jammers is higher than the coverage of the V2X link,
V2V link, V2M link, V2L link, and V2N link with MCP-distributed jammers because of the
decrease in the received SIR and the coverage probabilities of the respective links due to
the increase in the cumulative interference of the clustered jammers in the network. Thus,
our proposed method to model and analyze a UAV-assisted C-V2X network efficiently
characterizes V-N links with jamming by employing MCP-distributed jammers.
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Figure 4. V-N’s influence on equipment’s association probability.
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Figure 5. V-N’s influence on equipment’s coverage probability.

Figure 6 shows the UAV’s impact on the equipment’s coverage probability. The cover-
age probability of the V2L and V2N connections increases with increasing UAVs, whereas
the coverage probability of the V2M and V2V connections decreases with increasing UAVs.
This is because the path loss for the V2L and V2N connections declines as the UAVs increase,
increasing the SIR and coverage probability of the V2L and V2N connections. The coverage
probabilities of the V2X, V2V, V2M, V2L, and V2N connections without jammers are signifi-
cantly greater than the respective connections with MCP-distributed jammers because the
received SIR of the respective connections decreases as the cumulative interference of the
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clustered jamming devices in the overall network increases. Hence, our proposed method
to model and analyze a UAV-assisted C-V2X network efficiently characterizes V-N links
with jamming by employing MCP-distributed jammers.
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Figure 6. UAV’s influence on equipment’s coverage probability.

Figure 7 depicts the MBS’s influence on the equipment’s coverage probability. The cov-
erage of V2M connections increases with the number of MBSs, while the coverage of V2L,
V2N, and V2V connections decreases. This is because the path loss for the V2M connection
decreases as the number of MBSs grows, boosting the SIR and coverage probability of the
V2M connection relative to V2L, V2N, and V2V connections. V2X, V2V, V2M, V2L, and V2N
connections without jammers have significantly higher coverage probabilities than the
corresponding connections with MCP-distributed jammers because the obtained SIR of
the corresponding V2X, V2V, V2M, V2L, and V2N connections with clustered jammers
drops as the overall interference of the jamming equipment in the system increases. This
shows that our proposed method to model and analyze a UAV-assisted C-V2X network
efficiently characterizes V-N links with jamming by employing MCP-distributed jammers.
The V2V connection (pink color line curve) and V2N connection (brown color line curve)
show lower performance degradation in the presence of jammers in comparison with the
V2M connection and V2L connection in the presence of jammers because for the given
network parameters, V2M and V2L connections have higher association probability, which
results in lowering the association, SIR, and coverage performance of the V2V and V2N
connections in the presence of jammers.

Figure 8 shows the influence of jamming power on the equipment’s coverage. The cov-
erage of the V2X connection, V2V connection, V2L connection, V2N connection, and V2M
connection with jamming decreases by raising the power of jammers relative to the cover-
age of respective connections without jammers. This is because, with the increasing power
of the jammer, the overall interference power also increases, resulting in a lowering of
the SIR and coverage probability of the respective connections with jammers. It is shown
in the figure that the coverage probability of the V2L and V2N connections decreases
in comparison with the V2M connection or V2V connection when the antenna 3D beam
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fluctuations increase from σ = 0◦ up to σ = 3◦ in the network due to strong winds, strong
atmospheric pressures, and mechanical noise of the UAV rotors. This is because with higher
variations in the beam width, the power received by the antenna reduces, resulting in a
lowering of the obtained SIR and the coverage of the given V2L and V2N links. The V2V
connection and V2N connection showed lower coverage probability in the presence of
jamming when fluctuations of antenna beam width increased in comparison with the V2M
and V2L connections in the presence of jamming because, for the considered network
parameters, V2M and V2L connections have higher probabilities of association, which
results in decreasing the association, SIR, and coverage probabilities of the V2V and V2N
connections in the presence of jamming.
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Figure 7. MBS’s influence on equipment’s coverage probability.

Figure 9 depicts the influence of the jammer’s power on the SE. The spectral effi-
ciencies of the V2V connection, V2M connection, V2L connection, V2N connection, and
the overall V2X connection without jammers exceed the respective spectral efficiencies of
the V2V connection, V2M connection, V2L connection, V2N connection, and the overall
V2X connection with jammers because by including jammers in the network, the overall
interference in the network increases, resulting in a lowering of the SIR and SE of the V-N
links with jammers. The SE of the V2X connection drops by raising the fluctuations of the
beam of the antenna (from 0◦ to 3◦) because the gain of the receiving antenna decreases,
resulting in lower serving link’s received power, SIR, and SE. The SE of the network de-
creases with the increase in power of the jammers because of the increase in cumulative
jamming power, which results in an increase in the overall interference in the network
by reducing the SIR and SE. Thus, network designers must focus on designing advanced
counter-jamming techniques when jammers and fluctuations of antenna beams disrupt the
system’s performance.
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Figure 8. Influence of jamming power on equipment’s coverage probability.
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Figure 9. Influence of jammer’s power on equipment’s spectrum.

Figure 10 depicts the impact of jammers on the equipment’s coverage. The coverage
of the V2X connection in the presence of jamming clusters in the region decreases with
increasing numbers of jammers and clusters in the network. This is because a higher value
of jammers means that a larger value of jamming interference is introduced in the network
when compared with the V2X link without considering jammers, leading to a reduced SIR
and coverage probability for the V2X links considering jamming. The figure shows that
when the 3D beam-width variations of the antenna increase from σ = 0◦ up to σ = 2◦, it
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affects the coverage of the V2L connection and V2N connection and decreases the coverage
of the V2L connection and V2N connection when compared with the V2M connection and
V2V connection because higher values of 3D beam-width fluctuations result in lowering
the power received by the antenna of the UAV, giving rise to a lesser obtained SIR and
coverage of the V2L connection and V2N connection.
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Figure 10. Jamming cluster’s influence on equipment’s coverage probability.

Figure 11 indicates the manner in which jamming clusters affect the equipment’s
spectrum. The V2X connection without considering jammers (solid black line curve) is
solely intended to compare the V2X connection with jammers (dotted-dashed black line
curve). It serves as a reference curve (under the given node densities). The SE of the V2X
connection with jamming decreases in comparison with the reference curve of V2X as the
number of jamming clusters increases in the network. This is because an increased number
of jammers provides more jamming interference, resulting in a lower SIR and SE for the
relevant jamming links. Similarly, the SE of V2V, V2L, V2N, and V2M connections with
jamming decreases (in dotted-dashed line curves) when compared with their respective
reference SE results (in solid line curves). The V2X and V2M connections with jamming
exhibit a significant decline in SE performance in comparison with the jamming curves of
V2V connection, V2L connection, or V2N connection. This is because V-N associates at a
higher probability with MBS in V2M connection for the considered simulation parameters.
Since the association of the V-N with the MBS has a higher probability, thus, when the
jammers are introduced in the network, higher degradation in the SE is observed for the
V2M connection. Moreover, since V2X connection’s performance is mainly dependent on
the V2M connection, when V2M performance decreases (for the considered simulation
parameters), it also accounts for the decrease of the whole system’s SE (i.e., decrease in SE
of the V2X connection). Also, the other connections, like V2V, V2L, and V2N, have lower
probabilities of association and coverage in comparison with the V2M connection; therefore,
the influence and decline of jamming is less noticeable. The figure demonstrates the manner
in which increasing the antenna’s beam-width variations impacts the SE of the V2L, V2N,
and V2X connections. This is because higher-beam variations reduce the power captured
by the receiver, resulting in a lower SIR and SE of the channel for communication. Thus,
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network designers must focus on designing advanced counter-jamming techniques when
jammers, along with the antenna beam-width variations, disrupt the system’s performance.
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Figure 11. Jamming cluster’s influence on equipment’s spectrum.

9. Conclusions
Jamming devices introduce unwanted jamming signals in the network to disrupt the

primary communication of the devices. The efficiency of the jamming signals is character-
ized by the number and distribution of the jammers. This article characterized UAV-assisted
C-V2X communications and considered the impact of clustered jammers as well as the fluc-
tuating antenna beam on the equipment’s performance. The results described the networks’
performance in terms of coverage and SE with various network settings such as V-Ns, MBSs,
and UAVs. The results showed that the V2X network’s performance reduces with jammers
and that this performance declines with the increasing variations of the antenna’s beam.
Thus, network designers must focus on designing advanced counter-jamming techniques
whenever jamming signals are expected in vehicular networks.

The future directions to extend this research include designing advanced anti-jamming
techniques to reduce the impact of clustered jamming on the vehicular communications.
This research can also be extended to investigate a full-duplex environment for UAV-
assisted C-V2X networks.
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Appendix A. Derivation of (13)
To compute the V-N’s pdf distance distribution, use the cdf equation FV(z), which

may be established by the following two presumptions. In the beginning, the probability
that roads that exist in a spherical area with a radius of zv have been null, and additionally,
the average number of V-Ns on a conventional road crossing, o (i.e., the origin), has a zero
value over the distance stretching from −zv to zv. The cdf is expressed as [11]

FV(z) = 1 − Pr{ZV > z} = 1 −
⊛︷ ︸︸ ︷

Pr{N(S(o, zV)) = 0}
⊞︷ ︸︸ ︷

Pr{NzVo
(−zVo , zVo ) = 0},

The probability that the V-Ns on roadways in a spherical area with radius zv is null is
determined by establishing that there are m roads in that spherical area and each of them
has zero V-Ns. ⊛ may be expressed as

⊛ =
∞

∑
k=0

Pr{NRoads(S(o, zV))=k}×
k

∏
m=1

Pr{NV(Roadm) = 0}.

Note the V-Ns are evenly spread on every roadway employing PPP, so that ⊤1, the av-
erage number of roads in a spherical area, is represented by 2πλRzV , and ⊤2, the average

number of V-Ns situated on a road, can be obtained with dimension 2λV

√
z2

V − y2. ⊛ is
expressed as

⊛ =

⊤1︷ ︸︸ ︷
∞

∑
k=0

exp(−2πλRzV)(2πλRzV)
k

k!

⊤2︷ ︸︸ ︷(∫ zV

−zV

e−2λV
√

z2
V−y2

2zV
dy

)k

.

Following the assumption ∑∞
k=0

Y k

k!
= eY . ⊛ can be given as

⊛ = exp(−2πλRzV)
∞

∑
k=0

(
πλR

∫ zV
−zV

e−2λV
√

z2
V−y2 dy

)k

k!
.

Using simple mathematical techniques, ⊛ is given as

⊛ = exp
(
−2πλR

∫ zV

0

(
1 − e−2λV

√
z2

V−y2
)

dy
)

.

Similarly, ⊞ can be derived and is expressed as ⊞ = exp(−2λVzV). Plugging ⊛ and
⊞ in FV(z), the cdf can be written as

FV(z) = 1 − exp
(
−2πλR

∫ zV

0
1 − e−2λV

√
z2

V−y2
dy
)

exp(−2λVzV).

Appendix B. Derivation of (40)
The interference of jammers considering clustered distribution can be derived as [2,3]

LIJ =

℧︷ ︸︸ ︷
exp{−λJ

∫ zd

0
(1 − exp{−J ▽ (t, y)})dy}×

Ω︷ ︸︸ ︷∫ zd

0
exp{−J ▽ (t, y)} f (y)dy,
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where ▽(t, y) =
∫ zd

0
g(x1 − x2 − t)

g(x1 − x2 − t) + g(t)/τ
f (x1)dx1. For clustering devices, pgf is ℧,

and is computed as

℧ = exp
{
−λJ

∫ zd

0
(1 − exp{−J

∫ zd

0

g(x1 − x2 − t)
g(x1 − x2 − t) + g(t)/τ

f (x1)dx1

})
dy
}

a
= exp

{
−λJ

∫ zd

0

(
1 − exp

{∫ zd

0
− Jg(y) f (x1)dx1

g(y) + g(t)/τ

})
dy
}

b
= exp

{
−λJπτ2/αJ zd

2
∫ zd

0

(
1 − exp

{
−J

1 + ωαJ /2

})
dω

}
,

where (a) was generated by changing variables and (b) implies through ω = τ−2/αJ z−2
d y2. Ω

may be determined via straightforward math given as Ω = exp{−Jzd
2τ2/αJ

2π2

αJ
csc(2π/αJ)} [3],

wherein J = λJ J
(

πr2
J

)−1
. Inserting ℧ and Ω into LIJ yields a formula for jamming interfer-

ence of clustered devices.

Appendix C. Derivation of (56)
The SE of the V2V link without considering the jammers is derived as

SEV =
∫ ∞

0

∫ ∞

0
ln(1 + SIRV2V) fV(z)dzdt

a
=
∫ ∞

0

∫ ∞

0

(
SIRV2V ≥ et − 1

)
fV(z)dzdt

b
=
∫ ∞

0

∫ ∞

0

(
PVηgVGV,tGV,r∥zV∥−αV

IVo + IV
≥ et − 1

)
fV(z)dz

c
=
∫ ∞

0

∫ ∞

0

(
gV ≥

(
et − 1

)
(IVo + IV)

PVηGV,tGV,r∥zV∥−αV

)
fV(z)dzdt

d
=
∫ ∞

0

∫ ∞

0
exp(−s̄(IVo + IV)) fV(z)dzdt

e
=
∫ ∞

0

∫ ∞

0

(
LIV (s̄)× LIVo

(s̄)
)

fV(z)dzdt,

where (a) implies through inserting SIRV2V , (b) implies through straight-forward simplify,

(c) implies through gV ∼ exp(1), (d) implies through taking on s̄ =

(
et − 1

)
PVηGV,tGV,r∥zV∥−αV

,

and (e) implies through the Laplace transform’s explanation. Plugging the values of LIV (s̄),
LIVo

(s̄), and fV(z) in (e), the SE (nats/sec/Hz) of the V2V connection without jammers
is determined.
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